
PRIVACY STATEMENT 

POPI (PROTECTION OF PERSONAL INFORMATION) 

What is the POPI Act 

We respect your right to privacy and therefore aim to ensure that we comply with the legal 

requirement of the POPI Act which regulates the manner in which we collect, process, store, 

share and destroy any personal information which you have provided to us. 

What information will we collect  

1. Employees: record of employee life cycle; 

2. Learners: record of learners life cycle; 

3. Parents/Guardians: record of Parents/Guardians life cycle; 

4. Service Providers: record of Service Providers life cycle; 

5. General Public: tracking general enquiries. 

We collect information directly from you where you provide us with your personal details.  

Where possible, we will inform you what information you are required to provide to us and 

what information is optional.  

Personal information refers to any information that identifies you or specifically relates to you. 
Personal information includes, but is not limited to, the following information about you:  
• Marital status  

• National origin  

• Age  

• Language  

• Birth place  

• Education  

• Relevant financial history  
• Identifying number (like an employee number, identity number, or passport number)  

• E-mail address; physical address (like residential address, work address or your physical   

               location); telephone number   

• Race; gender; sex; pregnancy status; ethnic origin; social origin; colour; sexual orientation  

• Physical health; mental health; well-being; disability; religion; belief; conscience; culture  

• Medical history; criminal history; employment history  

• Personal views, preferences and opinions  

• Another’s views or opinions about you  

• Full names and initials  

 

 

 

 

 



Why do we collect Personal Information 

We collect personal information in order to liaise with you telephonically, via our website or 

email so that we may: 

1. respond to any query or comment received from you; 

2. enable us to process, validate and verify information and requests for the supply 

of education to your child; 

3. for the purposes for which you specifically provided the information; and 

4. generally to improve your experience on our website; 

5. To initiate recruitment of and the management of employees; 

6. To comply with the relevant legislation governing employees; 

7. To finalize learner enrolment; 

8. To manage learner profiles and academic progress including assessment; 

9. To monitor account payment of learners; 

10. To engage with parents/guardians; 

11. To engage with contractors and service providers; 

12. To support marketing activities. 

Minors 

If you are under 18 years of age (minor), we will require the consent of your 

parent/guardian/competent person before we process such personal information. 

Processing of Information 

We will share your personal information: 

1. in order to comply with applicable law or with legal process served on our company;  

2. in order to protect and defend the rights or property of our company; and  

3. with employees and/or third parties who assist us in providing services to you and 

thus require your personal information in order to render a proper and efficient 

service. We will ensure that all such employees and third party service providers, 

having access to your personal information, are bound by confidentiality agreements.  

Security Measures 

We will:  

1. treat your personal information as strictly confidential; 

2. take appropriate technical and organisational measures to ensure that your personal 

information is kept secure and is protected against unauthorised or unlawful 

processing, accidental loss, destruction or damage, alteration, disclosure or access;  

3. promptly notify you if we become aware of any unauthorised use, disclosure or 

processing of your personal information;  



4. provide you with reasonable evidence of our compliance with our obligations under 

this policy on reasonable request; and 

5. We will not retain your personal information longer than the period for which it was 

originally required, unless we are required by law to do so, or you consent to us 

retaining such information for a longer period.  

ALTHOUGH WE TAKE THE AFOREMENTIONED PRECAUTIONS IN PROTECTING YOUR 

PERSONAL INFORMATION, WE SHALL HOWEVER NOT BE LIABLE FOR ANY LOSS OR DAMAGE, 

HOWSOEVER ARISING, SUFFERED AS A RESULT OF THE DISCLOSURE OF SUCH INFORMATION 

IF BEYOND OUR REASONABLE CONTROL. 

Collection of Information by “Cookies” 

You are aware that information and data is automatically collected through the standard 

operation of the Internet servers and through the use of "cookies." "Cookies" are small text 

files a website can use to recognise repeat users, facilitate the user's ongoing access to and 

use of the website and allow a website to track usage behaviour and compile aggregate data 

that will allow content improvements and targeted advertising. Cookies are not programs that 

come onto your system and damage files. Generally, cookies work by assigning a unique 

number to you that has no meaning outside the assigning site. If you do not want information 

collected through the use of cookies, there is a simple procedure in most browsers that allows 

you to deny or accept the cookie feature; however, you should note that cookies may be 

necessary to provide you with certain features (e.g., customized delivery of information) 

available on our Websites. 

Your rights 

You have the right at any time to: 

1. rectify the Personal Information collected by us; 

2. object to the processing of Personal Information (subject to legislation); 

3. request the return or destruction of Personal Information (subject to legislation); 

4. lodge a complaint with the company. 

The private Body may from time to time need to transfer authorized Personal Information to 

another country for storage purposes or for the rendering of services by a foreign third-party 

service provider or otherwise. We will ensure that any person that we pass data subjects’ 

Personal Information to agrees to treat their information with the same level of protection as 

we are obliged to in terms of section 72 of the POPI Act.  The following security measures will 

apply: 

Physical Security Measures: 

• Access control to the premises and certain key areas, which access is restricted to 

authorized personnel; 

• Devices and user stations are password protected; 



• Devices (laptops and otherwise) and user stations are safely secured by case lock or 

otherwise when not in use; 

• Security gate; 

• Access control; 

• Safe storage of physical documentation. 

Cyber Security Measures: 

• Firewalls; 

• Virus protection; 

• Data is backed up; 

• Protection of information stored on printers. 

Training in POPI Legislation. 

Policies in POPI Legislation. 

All enquiries must be addressed to the information officer: Megan Hendricks who can be 

contacted via email at info@hapidays.co.za or via telephone on 073 644 1745. 

You can also complain to the Information Regulator if you are unhappy with how we have 

used your Information. 

Their contact details are as follows: 

The Information Regulator (South Africa)  

JD House 

27 Stiemens Street 

Braamfontein 

Johannesburg 

2001 

Complaints email for POPIA: POPIAComplaints@inforegulator.org.za  

Complaints email for PAIA: PAIAComplaints@inforegulator.org.za  
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